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To ensure the peaceful use of nuclear energy, nuclear safeguards are applied in member states
of the International Atomic Energy Agency the Non-Proliferation Treaty. The two main goals
of nuclear safeguards are effectiveness and efficiency. The International Atomic Energy
Agency has a great interest in using a containment and surveillance technology to maintain
continuity of knowledge. A representative means of a containment and surveillance technol-
ogy is a sealing system to alert the user to tampering. The existing sealing systems used by the
International Atomic Energy Agency are of limited utility for real-time verification purposes.
To address this limitation, the present study analyzed the design requirements of a sealing sys-
tem proposed by various institutions including the International Atomic Energy Agency, the
U.S. Nuclear Regulatory Commission, a number of national laboratories, and companies.
Then, we identified the appropriate design requirements of this system for real-time verifica-
tion. The next step is to develop a real-time verification sealing system based on the design re-
quirements identified and discussed herein. Such a system is expected to significantly enhance

the efficiency of nuclear safeguards.
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INTRODUCTION

For the peaceful use of nuclear energy, many
countries have joined the treaty on the Non-Prolifera-
tion of Nuclear Weapons [1] and have signed a safe-
guards agreement with the International Atomic En-
ergy Agency (IAEA). The technical objective of IAEA
safeguards is the timely detection of diversion of sig-
nificant quantities of nuclear material from peaceful
nuclear activities to the manufacture of nuclear weap-
ons or of other nuclear explosive devices or for pur-
poses unknown and deterrence of such diversion by
the risk of early detection [2-4]. Containment and sur-
veillance (C/S), which is one of the various safeguard
measures, is widely applied for improved safeguards
efficiency. The C/S can reduce the number and dura-
tion of on-site inspection activities by maintaining
continuity of knowledge (CoK) for previously veri-
fied nuclear materials or equipment. The sealing sys-
tem for C/S [5] is a tamper-indicating device that is ap-
plied in such a way as to render difficult any access to
the sealed contents without its being opened or de-
stroyed. Such a device senses physical damage or ac-
cess by unauthorized and/or unreported activities and
provides evidence of these events.

* Corresponding author, e-mail: hseo@jbnu.ac.kr

The IAEA uses a metal cap seal [6] and adhesive
seal [7] most commonly due to their simplicity and low
cost, while, less commonly, an electronic sealing sys-
tem with optical fiber loops [8] is employed. These
seals can be used in a variety of safeguards applica-
tions such as nuclear materials previously verified
through nuclear material accountancy (NMA), trans-
portation of nuclear materials, and sensitive equip-
ment. However, most of the existing seals provide
only tamper-indicating features without any real-time
verification functionality, whose lack is a limitation in
terms of timely detection of abnormal situations;
hence, the IAEA uses complementary real-time moni-
toring techniques including digital surveillance cam-
eras, radiation monitors, and other sensors. Addition-
ally, because most of the existing seals support only
on-site inspection, a remote monitoring capability is
required: to minimize the risk of radiation exposure of
inspectors and to save inspection costs by shortening
inspection time. For these reasons, we are developing
a new safeguards seal for real-time verification based
on a telecommunication technique used in the internet
of things (IoT) applications. Safeguards seals do not
necessarily require the same design requirements in
cases where the requirements can vary depending on
the application type, objectives, and environment. In
the present study, by analyzing the relevant previous
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studies, we identified the sealing-system design re-
quirements proper for the purposes of real-time verifi-
cation and remote monitoring.

ANALYSIS OF PREVIOUS STUDIES

Design requirements
presented by the IAEA

The IAEA has provided safeguards implementa-
tion design guidelines for future nuclear power plants
relevant to the state authorities, designers, and pro-
spective purchasers [9]. The design requirements of a
seal, as presented by the IAEA, are: the nuclear power
plant applies C/S techniques to verify the presence of
the unreported use of nuclear materials. The sealing
system is one of the C/S techniques. Seals are used to
record an abnormal situation that can be verified at a
subsequent inspection. The sealing system should be
easily accessible and installed so as to minimize radia-
tion exposure of TAEA inspectors. Additionally,
unique signatures that a dedicated seal reader can ver-
ify at an on-site inspection should be provided. The
sealing system should include a method by which any
attempt to tamper can be verified by IAEA inspectors,
so as not to divert the operation of the seal. Based on
these requirements, the IAEA has proposed a remote
monitoring as a means of exposure control. The data
collected from a remote monitoring device is for-
warded to the TAEA headquarters and local offices for
analysis. Any disruption of information flow between
remote systems should be treated as a tamper attempt.

In another previous study [10], the IAEA has
proposed design requirements for a new hybrid seal-
ing system. Applicability, tamper indication, unique
identity, and usability are proposed as performance de-
sign requirements of the system. A sealing system can
be applied for various types of substances including
nuclear materials, documents, and data storage de-
vices, and can verify whether CoK has been main-
tained or not. The shape of a container to which the
seal is applied may vary depending on the sealed ob-
ject; hence, applicability is proposed as a design re-
quirement. The seal should include tamper-indicating
features as a means of proving that the sealed container
has been continuously closed. In addition, tamper in-
dication is an effective means of proving that the seal
has been maintained between inspection visits. Mean-
while, the seal should indicate its identity. To this end,
an authentication technology providing a unique iden-
tity confirmed by a signature is proposed as a design
requirement. Finally, incorrect application of a sealing
system can be minimized through easy-to-use proce-
dures during application and removal, hence, usability
is proposed as another design requirement.

Along with the performance design require-
ments of the sealing system, previously described, the
following functional design requirements are pro-
posed by the IAEA. The environmental impact should

be considered for a seal that is applicable under a vari-
ety of environmental conditions. Therefore, the TAEA
proposes seal robustness to the environment as a de-
sign requirement. In terms of radiation hardness, the
IAEA proposes a seal to have robustness usually for
two years of radiation exposure by spent nuclear fuel.
Additionally, the seal function should be maintained
within the temperature range of —40 °C to 150 °C. It
should operate normally for up to two years in fresh-
water immersion and for up to one month in saltwater
immersion with a typical seawater-salt concentration.
Overall, the sealing system should have the integrity to
be utilized as a safeguards measure. The tamper-indi-
cating features are proposed as a design requirement to
confirm the fact that each sealed component has been
neither drilled nor damaged. The tamper-indicating
features can be more useful when simple visual in-
spection is possible without the use of complicated
verification devices. During the verification process,
the seal data should be remotely verifiable. Therefore,
remote communication functions such as the radio fre-
quency communication are proposed as design re-
quirements. Seal data, including tamper information
and identity, should be communicable to at least 50 m
of distance. In that case, the seal housing material
should be selected such that communication is not im-
peded. The seal also needs to provide a unique identity
for verification. Moreover, there are form require-
ments for usability of the designed sealing system:
small size, lightweight, and easy portability.

Other previous studies conducted at the IAEA
have proposed design requirements for the develop-
ment of a new electronic seal [11]. Based on them, an
active sealing system, the electronic-optical sealing
system (EOSS), was developed. The design require-
ments for an electronic seal using fiber-optic loops pro-
posed by the IAEA include proper wire length, suffi-
cient memory size and tamper records, data security,
wired/wireless communication with verification equip-
ment, robustness, and usability.

Design criteria presented by the
Sandia National Laboratory

Spent fuel casks are transferred to a storage facil-
ity for disposal. The TAEA requests to apply a seal to
the containers containing spent nuclear fuel in order to
maintain CoK for the containers and their contents
when transferred and stored. The Sandia National
Laboratory (SNL) proposed the design requirements
of a sealing system capable of maintaining CoK for
disposal and transportation castors [12, 13]. The struc-
ture of a typical electronic sealing system is shown in
fig. 1.

The purpose of the sealing system is to detect
containment failures such as opening, destruction, and
penetration of containers and to provide a relevant re-
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Consequently, the seal should be verifiable by the au-
thorized person or agency. The SNL proposed design
requirements including effective sealing system de-
sign, reliability, and usability. An electronic seal suit-
able for safeguards applications is a tamper-indicating
device capable of multiple use and verification. A re-
usable seal should be able to be unsealed and resealed
many times without requiring a replacement, while a
multiple-verification seal should be verifiable without
being destroyed during subsequent verification. A
tamper-indicating device should record an event if
there is unauthorized access or tampering with the
sealed material and should include a unique identity of
the seal. The seal should provide the inspector with re-
liability. In other words, the inspector should have
confidence that the seal works properly as designed
without any failure during the designed operation pe-
riod. The SNL thus proposes seal failure resistance as a
reliability factor. For example, reliability can be pro-
vided to inspection agencies through fault-tree analy-
sis, which classifies electronic processes and compo-
nents for investigation of potential failures of the
sealing system. For safeguards implementation, the
sealing process consists of four stages (initialization,
application, verification, and removal stages) per-
formed by the IAEA inspector; the user should be able
to perform the sealing system's function easily and
correctly for each process. To this end, one can use a
dedicated tool, such as the EOSS Interface Tool (ESI)
[13], which senses user errors and prevents incorrect
verification processes.

Inspectors should be able to ensure that the data
taken from the sealing system has not been altered or
falsified. Additionally, the system should detect and
prevent attempts to divert nuclear materials. In this re-
gard, SNL proposed: tamper indication, tamper resis-
tance, and data integrity as design requirements for a
sealing system. Tamper-indicating features of the seal

o L

can use a unique pattern that is permanently changed
by tampering. A tamper switch activated when a tam-
per event occurs or a micro-foil that is damaged when
a housing is opened can be utilized. The possibility of
successful diversion by malicious users should be re-
duced by the tamper-resistance characteristics. Addi-
tionally, electronic seals must ensure the integrity of
the data, because it stores tamper information elec-
tronically within the equipment. Data integrity should
be ensured throughout all of the processes, i. e., data
generation, storage, transfer, external device storage,
and recovery process. The data can be considered as
reliable when it is generated by designated equipment.
It should be regarded to have integrity when there has
been no alteration, removal, or damage after data gen-
eration. Authentication and encryption techniques can
be used to meet such design requirements. Moreover,
data confidentiality could be included as a design re-
quirement to ensure data integrity. It can be satisfied
by encrypting and decrypting data using an encryption
algorithm such as an advanced encryption standard
(AES). Note also that the key to be used for encryption
is required to have sufficient bit length.

The seal should reduce the need for direct access
by inspectors, thus minimizing radiation exposure
risk. Therefore, SNL proposed maintainability as a de-
sign requirement. The most frequent type of seal main-
tenance is battery replacement, hence, the battery
should operate as long as possible before being re-
placed. In the case of a seal for transportation, an acci-
dental situation may occur in which the battery should
be replaced during transportation. Accordingly, then,
the sealing system should be designed to facilitate easy
access and maintenance. For example, a backup bat-
tery can be used to maintain the power supply of the
seal in transportation, which battery can be designed to
be replaced in the field. It was proposed that
off-the-shelf batteries are most proper, in order to en-
able flexibility in the selection of seal batteries. The
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seal case should be designed in consideration of envi-
ronmental conditions so as to mitigate maintenance
problems. Finally, up-to-date technology in seal soft-
ware and firmware should be considered for the possi-
bility of requiring updates or improving vulnerability
management during the operating period.

The sealing system should operate as designed
during the expected operation period under various
environmental conditions. The SNL proposed envi-
ronmental requirements as design requirements. Gen-
erally, the environment where the seal is applied could
be a high radiation area wherein the radiation dose can
be accumulated over the course of a long period of
time. Functional degradation of some components of
the seal is expected wherever long periods of use are
anticipated. Therefore, damage due to environmental
effects should be considered. In the case of transporta-
tion casks' seals, the environment may include land ve-
hicles such as trucks and railways, or ships traveling in
the ocean. Therefore, depending on each environment,
the tolerance for the impact and shock affecting the
seal during the transport process should be considered.

The sealing system should be able to collect data
in the unattended mode and transmit the data to inspec-
tors remotely. The SNL thus proposed remote verifica-
tion and monitoring as design requirements. During
remote verification, the seal and seal reader should
transmit and receive data remotely, and inspectors
should be able to verify the data in a safe place. Re-
mote monitoring should include the capability of
transmitting collected data to the IAEA headquarters
over a wide-area communication network. Remote
monitoring capabilities allow a single wireless station
to communicate with multiple electronic seals and dis-
connect them without direct access of the seals. Al-
though remote functions can implement effective safe-
guards measures, communication security must also
be considered in this regard. Therefore, security plans
including strong data authentication and encryption
should be included in the design requirements.

Design criteria presented
by other studies

The U. S. Nuclear Regulatory Commission
(NRC) asks licensees who handle special nuclear ma-
terials (SNM) to comply with the requirements on
their physical protection of facilities and materials un-
der Part 71 of the Code of Federal Regulations [ 14]. To
ensure the integrity of SNM, the NRC requires a seal to
be used in containers or vaults. The seal must provide
information on whether any attempt to tamper has oc-
curred, and such information should be displayed im-
mediately. Every seal is vulnerable to destructive re-
moval and replacement with new seals. In such a
situation, a seal is valuable only when it can be
uniquely identified and in cases where this identifica-

tion cannot be duplicated. Therefore, all tamper-indi-
cating devices should provide a unique identity. Also,
a seal usually can be easily re-applied after removal,
hence, proper application of a seal is required to pre-
vent this vulnerability. Consequently, the seal designer
and provider should provide clear installation instruc-
tions explaining the appropriate ways to apply and use
their seal. The seal is generally considered a weak ob-
stacle that unauthorized persons can overcome with
relatively little effort, however, it should provide an
adequate level of resistance. For example, adhesive
seals should not be removable simply by pulling on
one end and should not be degraded in adhesive
strength due to fluctuations in weather conditions.

The Los Alamos National Laboratory (LANL)
proposes three essential design requirements for devel-
opment of a graphite oxide (GO)-based seal [15].

The seals should be sensitive to the common
mechanisms that attackers use for tampering. In
other words, the seals should show traces of irrep-
arable damage whenever the attacker tries to re-
store them to their original configuration after
they have been temporarily removed.

— At the same time, the seal should have a level of
robustness to operate normally in any adverse en-
vironments where it is expected to be applied.

— Finally, the seal's uniqueness should be assured so
as to prevent attempts to replace it with a counter-
feit version. For example, the seal should be iden-
tifiable by a unique identity after any tamper at-
tempt.

Canberra (currently, Mirion Technologies) has
developed various safeguards measures and has pro-
posed corresponding seal design requirements [16]. In
designing a sealing system, it should be considered
that they could be applied in adverse environments;
hence, a system should be designed to be electrically
independent, protected from damage, operable reli-
ably in such environments.

Additionally, the SNL has presented design re-
quirements for a ceramic seal [17]. The NIS Office of
Nuclear Safeguards and Security [18], Pacific North-
west National Laboratory [19], and Uppsala Univer-
sity [20] also presented design requirements for a safe-
guards seal. The design requirements presented in
these studies are similar generally to the previous,
above-described studies.

IDENTIFICATION OF DESIGN
REQUIREMENTS FOR A
REAL-TIME-BASED SEAL

In the present study, the design requirements that
need to be considered in developing a real-time-based
sealing system were identified by consideration of the
real-time verification environment and the previously
proposed requirements in general. First, we identified
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Figure 2. Schematic diagram of the sealing system for real-time verification

the general requirements that a real-time-based seal-
ing system should satisfy. Then, the specific design re-
quirements for each component, i. e., seal, transceiver,
and verification device, were formulated.

The schematic diagram of the prospective sealing
system for real-time verification is shown in fig. 2. The
seal senses tamper events through various sensors and
transmits relevant data to the transceiver using wireless
communication. A transceiver can collect data from a
number of designated seals in a specific area in real-time,
and transmits that data to a server using wired communi-
cation, e. g., an Ethernet. A user, i. e., national/interna-
tional authorities, can check the status of a seal and verify
the seal integrity using a dedicated mobile application
and a verification software in a real-time basis.

General requirements

As a general requirement, the seal should be ver-
ifiable. To this end: verifiability, reliability, and usabil-
ity were identified as design requirements. A new seal
is an electronic sealing system. For such a sealing sys-
tem to be utilized as a verification device, it should be a
tamper-indicating device with multiple-use and multi-
ple-verification capability. Additionally, it should pro-
vide inspection data to inspectors in a timely manner.
The user should also be able to verify the seal by the
unique identity. These seal functions should be proven
to work properly during the safeguards implementa-
tion process in order to provide the inspector with reli-
ability. For example, a performance test by a qualified
testing agency can be conducted to ensure reliability

based on the quantitative/qualitative performance in-
dex. If the seal is improperly applied or removed by
human error, failure to maintain the CoK will be the re-
sult. Therefore, usability during the safeguards proce-
dures should be considered as a design requirement,
hence, comprehensive and detailed procedures should
be provided and approved by inspectors and design-
ers. Moreover, adequate education and training on im-
plementation of specific equipment is required. The
user-friendliness of the verification software, for ex-
ample, should be considered as a design requirement
ensuring usability, as should small system sizes and
light weights.

In order to operate the seal as a tamper-indicat-
ing device, its integrity must be assured, hence, tamper
indication, tamper resistance, and data integrity were
identified as design requirements of a sealing system
for real-time verification. Dedicated visual informa-
tion is required for a seal to recognize tampering
events based on appropriate tamper-indicating means
such as fiber optic wires. Additionally, analog and dig-
ital sensors, e. g., a tamper switch and internal mi-
cro-foil, should be used internally to detect the open-
ing and closing of the seal housing. Tamper resistance
to reduce the probability of success of tampering and
to increase the financial burden of tampering attempts
should also be considered as a design requirement. Fi-
nally, as an electronic seal stores data electronically in
equipment used for verification, data integrity is the
third general design requirement. In particular, the in-
tegrity of all stages of data generation, storage, trans-
mission, and external storage should be considered,
because the prospective seal transmits data via a com-
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munication network for real-time verification. Com-
mon methods to secure data integrity are authentica-
tion and encryption.

For real-time verification, remote verification
and remote monitoring were identified as design re-
quirements. In terms of remote verification, the elec-
tronic seal should be able to communicate with a seal
reader located outside the high-radiation area, access
to which is prohibited due to the severe health risk
posed by radiation exposure. The prospective sealing
system aims to allow multiple seals to transmit data to
one transceiver, hence, communication techniques
suitable for many devices to communicate small
amounts of data over long distances should be consid-
ered. Considering power consumption, the amount of
data, and communication frequency and distance,
LoRa (Long Range) communication, which is a repre-
sentative communication technology used in the IoT,
can be considered as a suitable communication proto-
col. LoRa could be the best option when the small
amount of data needs to be occasionally communi-
cated under the restriction of less power consumption.
In terms of remote monitoring, transferring data col-
lected in real-time from a seal to the National Nuclear
Management and Control Agency (NNCA) is re-
quired. To this end, the proper and best way to access
the servers of the NNCA by an authorized user should
be provided.

In order to minimize inspectors' radiation expo-
sure during the verification process, the minimization
of procedures for seal maintenance was identified as a
design requirement. First, battery capacity should be
selected for proper operation during the design period.
Asrequired by the JAEA, an electronic seal should op-
erate for at least two years. Additionally, the seal com-
ponents should be made of appropriate materials in
consideration of the environmental effects in which
they are applied. Because maintenance is inevitable,
ease of maintenance also was identified as a design re-
quirement. For example, components requiring rela-
tively frequent maintenance can be separated in exter-
nal housings to ensure easy maintainability.
Significantly, an external indicator of the seal itself,
notifying of the necessity of maintenance, can also be
included.

The seal could be applied in a variety of environ-
ments, e. g., high-radiation environments (inside of
the hot cell or close to spent nuclear fuel), transporta-
tion of spent fuel casks, and dry storage of spent nu-
clear fuel. Therefore, proper operation under generally
expected environmental conditions was identified as
an additional design requirement. International stan-
dard ISO 18185-3 [21] defines the environmental con-
ditions of electronic seals for transportation. The pro-
spective seal should operate normally within the
environmental conditions of low and high tempera-
tures, mechanical shocks, vibration, humidity, rain

and snow, salt fog, drop shock, sand and dust, and elec-
tromagnetism.

Design requirements of the seal

Six design requirements for the sealing system
were identified:
— Functionality: The system should be developed in an
electronic form capable of multiple-use and multi-
ple-verification. The data should be stored in a
non-volatile memory such as FRAM, wherein at least
100000 events should be recorded.
— Reliability: Performance tests by the authorized test-
ing agency, as based on the international standard (ISO
18185-3), should be conducted and passed. Radiation
resistance tests in consideration of the expected oper-
ating environment also should be performed.
— Usability: Minimization of the size and weight of the
sealing system should be considered in the design
stage, say, to 15 cm x 15 cm % 5 cm and less than 1 kg.
In addition, the status of the seal should be immedi-
ately confirmable by an external display. A QR code
could be used for extra convenience of identification.
The user should be provided with detailed instructions
that cover all of the functions of the seal.
— Integrity: The sealing system should function as a
tamper-indicating device, to which end, fiber-optic
wires should be used. The data should be encrypted
and recorded in a non-volatile memory in order to ren-
der tampering or corruption by any unauthorized per-
son impossible. Data encryption could be performed
by an encryption algorithm such as the AES (Ad-
vanced Encryption Standard) [22] that can encrypt and
decrypt the data and was developed by the U.S. Na-
tional Institute of Standards and Technology.
— Remote verification and monitoring: A proper tele-
communication technology, e. g., LoRa, should be ap-
plied. The data communication should be capable of
transmitting and receiving up to a distance of a few
km, considering the seal application of the dry cask
storage of spent nuclear fuels. To ensure the integrity
of data remotely transmitted and received, the data
should be copied and stored in a physically separated
memory, and the cyclic redundancy check (CRC)
method [23] should be applied. The data encrypted in-
dependently and stored in each separated memory are
compared to verify the data integrity. The CRC
method, which is a method to include a calculated
CRC value in the original data, can verify the integrity
of data communication by comparing the CRC values
of transmitted and received data.
— Maintainability: The parts that require frequent
maintenance should be located in a separate external
housing for ease of maintenance. To minimize the fre-
quency of maintenance, moreover, the battery should
have an operating period of at least five years and
could use solar cells as an auxiliary power source. Ad-
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ditionally, robustness in terms of resistance to the im-
pactof environmental conditions must be considered.

Design requirements of
the transceiver

Five design requirements for the transceiver
were identified:
— Functionality: The transceiver should be capable of
remote data collection and transmission. The data
communication between the seal and transceiver
should be performed by a wireless network (e. g.,
LoRa), while the communication between the trans-
ceiver and server should be performed by a wired net-
work (e. g., Ethernet).
— Reliability: Tests for environmental impact and radi-
ation damage should be performed, in the same man-
ner as they will be for the seal.
— Usability: Minimization of the size and weight
should be considered, say, to 25 cm x 20 cm % 10 cm
and less than 2 kg.
— Remote verification and monitoring: The require-
ments would be the same as those for the seal.
— Maintainability: In order to eliminate the need for
battery replacement, AC power could be useful. The
rest requirements would be the same as those for the
seal.

Design requirements of the
verification device

In the case of the verification device, two design
requirements were identified: functionality and us-
ability. In terms of functionality, the verification de-
vice should be operable only by authorized users. To
this end, a USB key (dongle) or biometric authentica-
tion techniques for user authentication should be ap-
plied. In addition, seal initialization and identification
could be set by the verification device. In terms of us-
ability, a dedicated user-friendly software with de-
tailed instructions should be provided.

CONCLUSION

The TAEA uses C/S technology to improve the
efficiency of safeguards implementation. A sealing
system is a tamper-indicating device that detects at-
tempts to tamper with the contents of containers by un-
authorized acts for malicious purposes, and informs
the designated authorities of any such attempts. The
seal can be applied in a variety of environments,
hence, the design requirements of a sealing system
should be identified in consideration of both the sys-
tem's purpose and the expected application environ-
ment. In the present study, the design requirements of a

sealing system proposed by various organizations
were surveyed and analyzed. Then, the design require-
ments of a prospective new sealing system for
real-time verification were identified by taking into
consideration the previously proposed system design
requirements. The next step in this research will be the
development of a real-time verification sealing system
based on all of the identified requirements. We expect
that this new sealing system with real-time verification
capability could play an important role considering the
IAEA's current and growing interest in remote and un-
attended safeguards systems.
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Buxjyen AXH, Byencynr IIAPK, Xajoyur CUM, I'eynjoenr AH, Xe CEO

3AXTEBU 3A NMPOJEKTOBABE 3AHNITUTE CUCTEMA 3AK/bYYABAIBA
PAIU BEPUOUKAILIWIE Y PEAJIHOM BPEMEHY

Ha Gu ce ocurypana MuposbyOuBa ynorpeba HykjeapHe eHepruje, y ApXkasama WiaHHIaMa
Mebysapogse arennuje 3a aTOMCKY eHeprujy mpuMebyje ce HyK/IeapHa 3allTHTa npema YTOBOPY O
HeIMpeny HyKJIeapHOT opyXja. [IBa riaaBHa nusba HyKJIeapHEe 3aIITHTE CY €(DEKTUBHOCT U €(DUKACHOCT.
Mebynapopina areHnmja 3a aTOMCKY €HEprHjy WMa BEJINKH WHTepec 3a KOpHIIheme TEXHOJIOTHje
KOHTEjMEHTA M HajI30pa KaKo Ou ce Ofip>Kao KOHTHHYUTET yBH/a. Penpe3eHTaTHBHO CPefICTBO TEXHOIIOTH]E
KOHTEJMEHTAa ¥ HaJ30pa je CHCTEM 3aKkjbyuaBama KOjH yIMo30paBa KOPHCHHKA Ha HeEOBJAlTheHO
kopuithemwe. [locrojehn cucremm 3akibydaBama Koje KopucTu MebyHapopHa areHnyja 3a aTOMCKY
eHeprujy orpaHnyeHe Ccy ynoTpeOJbMBOCTH 3a NoTpebe BepuduKanyje y pearHoM BpeMmeny. [a 6u ce
OJITOBOPHJIO HAa OBO OTpaHMYEhe, y Pajly ce aHAIM3KMPajy 3aXTeBH AW3ajHA CHCTEMa 3aKJby4yaBamba Koje cy
IpeyIoKmiIe pa3InuuTe HHCTHTYLHje, YKibydyjyhu MebyHapogHy areHuujy 3a aTOMCKy CHEprjy,
Hykneapny perynaropay komucujy CAJl, OpojHe HauuoHasIHE jJabopaTopuje U KoMIaHHUje. 3aTUM Cy
naeHTH(UKOBAHU OfiroBapajyhm 3axTeBu Au3ajHa OBOT cHCTeMa 3a Bepu(uKanujy y peallHoM BpEMEHY.
Cnepnehu kopak je pa3Boj cucrema BepudUKalyje 3aK/bydaBamba y PealHOM BPEMEHY 3aCHOBAHOI Ha
3aXTeBUMa JU3ajHa KOjU Cy HACHTU(MUKOBAHM U O KOjIMa ce OBJie pacnpaBibano. Ouekyje ce fa he Takas
CHCTEM 3Ha4ajHO MOOOIbIIATH €(PUKACHOCT HYKJIEapHE 3aIITUTE.

Kmwyune peuu: nykaeapua 3awitiuitia, cucitiem 3aKmy4asarsa, 6epugukayuja, peaito speme,
Kpuitiepujym upojexkiiosarba



